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Getting Ready for Canada’s Mandatory Privacy 
Breach Reporting Requirements 
Privacy and Access to Information Law 

 

 

             

In-Person Webcast 

Date: Friday, September 28, 2018 | 1:00 pm – 4:00 pm 

 

Location: Twenty Toronto Street Conferences and Events 
20 Toronto Street, 2nd Floor, Toronto 

Program Chairs:      Claire Feltrin, Osler, Hoskin & Harcourt LLP  

Evan Thomas, Osler, Hoskin & Harcourt LLP 

 

This program is eligible for up to 3 Substantive Hours 
 

 

On November 1, 2018, new mandatory breach reporting and record-keeping requirements under the Personal 

Information Protection and Electronic Documents Act (PIPEDA) come into force. Ensure you are ready with this essential 

program. Our expert faculty will provide practical advice and helpful strategies to get you the expertise you need to 

navigate these upcoming requirements and their implications with confidence.  

 

1:00 pm  Welcome and Opening Remarks 

1:05 pm  What You Need to Know about the Requirements 
Fazila Nurani, Privatech 

 When is reporting required? Defining a “real risk of 

significant harm” 

 Exploring the content and manner of notification 

 Making sense of record-keeping requirements 

 Helpful advice for vendor/service provider contracts 

 

1:35 pm  Strategies for Maintaining Privilege  

 Imran Ahmad, Miller Thomson LLP 

 Knowing the pitfalls: how privilege can be lost 

 Organizing response teams and managing 

communications to protect privilege 

 Privilege issues raised by record-keeping and 

notification requirements 

 

 

 

 

 

 

 

 

 

 

2:05 pm  Working with Cyber Security and Digital Forensics Experts 

 Ali Arasteh, Mandiant 

 Molly Reynolds, Torys LLP 

 Understanding the role of forensic experts in incident 

response 

 Important considerations when selecting an expert 

 Integrating forensic experts with incident response 

teams  

2:50 pm  Networking Break 

 

3:05 pm  Developing an Effective Breach Response Plan 

 Sabrina Anzini, goeasy, Ltd. 

 Key steps you need to take to ensure you are in 

compliance as of November 1 

 Need to know jurisprudence on the difference 

between proactive planning versus reactive breach 

response 

 Lessons from other mandatory reporting regimes  

 How do the new requirements interact with securities 

and financial regulatory obligations? 

3:45 pm  Questions and Concluding Remarks 

4:00 pm  Program Concludes 

 

 

https://www.cbapd.org/details_en.aspx?id=ON_18PRI0928C
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